<table>
<thead>
<tr>
<th>Quick Links</th>
</tr>
</thead>
<tbody>
<tr>
<td>HPC Home</td>
</tr>
<tr>
<td>Getting an account</td>
</tr>
<tr>
<td>Getting started on Prince</td>
</tr>
<tr>
<td>Prince How-to Articles</td>
</tr>
<tr>
<td>Logging in</td>
</tr>
<tr>
<td>Windows</td>
</tr>
<tr>
<td>Mac / Linux</td>
</tr>
<tr>
<td>Clusters and Storage</td>
</tr>
<tr>
<td>Prince (HPC)</td>
</tr>
<tr>
<td>Dumbo (Hadoop)</td>
</tr>
<tr>
<td>Dalmatia (NYU Abu Dhabi)</td>
</tr>
<tr>
<td>Transferring data to/from the clusters</td>
</tr>
</tbody>
</table>
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Access Policy

New York University (NYU) computing facilities may be accessed only by authorized users. Authorized users are granted specific, limited privileges in their use of the system. The data and programs in any NYU-operated system may not be accessed, copied, modified, or disclosed without prior approval of NYU. Access and use, or causing access and use, of an NYU computer system by anyone other than as permitted by NYU are strictly prohibited by NYU and by law and may subject an unauthorized user, including unauthorized employees, to criminal and civil penalties as well as NYU-initiated disciplinary proceedings. The use of NYU-operated systems are routinely monitored and recorded, and anyone accessing an NYU-operated system consents to such monitoring and recording. Questions regarding this access policy should be directed (by e-mail) to security@nyu.edu or (by phone) to 212-998-3333. Questions on other topics should be directed to 212-998-3333 by phone.